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Abstract of the contribution: This paper discusses roaming aspects and timer storage.
Discussion
This contribution tries to resolve following two Editor's notes in S2-2301606 (TS 23.501 CR#3939).
Editor's note:	Roaming aspects are FFS.
Editor's note:	It is FFS whether the timer is stored at the UDM or PCF.
1. Roaming aspects
In this contribution, we assume that UE received Slice Usage Policy of HPLMN together with Configured NSSAI of HPLMN.
Following table shows difference scenarios and potential issue when roaming is supported.
	
	No
	Serving PLMN slice
	Mapped HPLMN slice
	UE / NW behaviour

	Indication of on-demand slice
	1
	On-demand
	On-demand
	UE treat the slice as on-demand slice

	
	2
	Not on-demand
	On-demand
	UE treat the slice as on-demand slice

	
	3
	On-demand
	Not on-demand
	UE treat the slice as on-demand slice

	
	4
	Not on-demand
	Not on-demand
	No issue

	Deregistration Inactivity timer
	5
	Timer
	Timer
	VPLMN does not know HPLMN timer and cannot apply timer of HPLMN

	
	6
	N/A
	Timer
	VPLMN does not know HPLMN timer and cannot apply timer of HPLMN
VPLMN may not support deregistration inactivity timer (There is no capability indication to UE)

	
	7
	Timer
	N/A
	Applies VPLMN timer

	
	8
	N/A
	N/A
	No issue



As shown above table, when the serving AMF provides on-demand slice information to the UE, there is no issue. The UE can follow both HPLMN policy and serving PLMN policy, i.e. if either serving PLMN slice or mapped HPLMN slice is subject to on-demand slice, the UE registers the slice only when the UE requires transmitting data.
Observation 1: When a UE is roaming and the UE is configured with both HPLMN and serving PLMN Slice Usage Policy on indication of on-demand slice, the UE can follow both HPLMN and serving PLMN polices on indication of on-demand slice.
Proposal 1: It is proposed that, in roaming scenario, serving PLMN can provide on-demand slice indication in Slice Usage Policy.
It seems that there is no need for "HPLMN authorization" to provide on-demand slice information to the UE while UE is roaming.

On the other hand, deregistration inactivity timer has some issues. When both HPLMN and serving PLMN provides deregistration inactivity timer for a slice, the UE may receive two different timer values. In this case, the serving PLMN does not know whether and what timer value is provided to the UE by HPLMN. Because the deregistration inactivity timer is intended to be used to remove the slice form the Allowed NSSAI without any signalling, the timer should be aligned between the UE and network.
Observation 2: When a UE is roaming, deregistration timer value provided to the UE by the HPLMN is not known to the serving AMF. As a result, removing a slice from the Allowed NSSAI without signalling is not possible.
There is similar issue when the HPLMN provides deregistration inactivity timer but serving PLMN does not provides deregistration inactivity timer for a slice. Because serving AMF does not know whether and what timer value is provided to the UE, the AMF cannot remove the slice from the Allowed NSSAI. In addition, the UE would considers that deregistration timer is not required for the slice in the VPLMN.
Observation 3: When a UE is roaming, if serving network does not provides deregistration inactivity timer for a slice, the UE considers that deregistration inactivity timer is not required for the slice in the VPLMN.
However, deregistration inactivity timer is intended to reduce signalling between the UE and AMF, i.e. seems that HPLMN provided deregistration inactivity timer does not need to be considered while the UE is roaming because signalling is exchanged between the UE and serving AMF.
Proposal 2: It is proposed that, in roaming scenario, UE does not applies deregistration inactivity timer received from the HPLMN and applies deregistration inactivity timer received from serving PLMN.

2. Timer in UDM vs. PCF
According to TR 23.700-41 KI#6 conclusion, AF can provide timer for deregistration inactivity timer and PDU Session inactivity timer. In S2-2301606, following is captured to cover this aspect.
	Only if a S-NSSAI is dedicated for a single AF, the AF use external parameter provisioning procedure to provide deregistration inactivity and PDU session inactivity timers as described in clause 4.15.6.2 of TS 23.502 [3].



The external parameter provisioning procedure is used to store some parameters to the UDM. Therefore, the AF provided timers should be stored in the UDM. In our understanding, there is no existing procedure to provisioning the external parameters to the AM-PCF or SM-PCF. As a result, if we want to store timers in the PCF, a new procedure needs to be defined.
Observation 4: In order to support AF provided inactivity timers, timers are need to be stored in the UDM.
Proposal 3: It is proposed that inactivity timers are stored in the UDM.
During the discussion, there was claim that PCF can provide appropriate timer considering network status. To support such dynamic network policy, timer stored in the UDM can be reported to the AM-PCF or SM-PCF. Based on that PCF can provide updated timer to the AMF and SMF.
Proposal 4: It is proposed that AMF/SMF reports inactivity timer received from the UDM to the PCF. PCF can provide updated timer to the AMF/SMF.

Summary
Observation 1: When a UE is roaming and the UE is configured with both HPLMN and serving PLMN Slice Usage Policy on indication of on-demand slice, the UE can follow both HPLMN and serving PLMN polices on indication of on-demand slice.
Proposal 1: It is proposed that, in roaming scenario, serving PLMN can provide on-demand slice indication in Slice Usage Policy.
Observation 2: When a UE is roaming, deregistration timer value provided to the UE by the HPLMN is not known to the serving AMF. As a result, removing a slice from the Allowed NSSAI without signalling is not possible.
Observation 3: When a UE is roaming, if serving network does not provides deregistration inactivity timer for a slice, the UE considers that deregistration inactivity timer is not required for the slice in the VPLMN.
Proposal 2: It is proposed that, in roaming scenario, UE does not applies deregistration inactivity timer received from the HPLMN and applies deregistration inactivity timer received from serving PLMN.
Observation 4: In order to support AF provided inactivity timers, timers are need to be stored in the UDM.
Proposal 3: It is proposed that inactivity timers are stored in the UDM.
Proposal 4: It is proposed that AMF/SMF reports inactivity timer received from the UDM to the PCF. PCF can provide updated timer to the AMF/SMF.
Proposal

5.15.X	Support of network slice usage control
5.15.x.1	General
Network slice usage control is achieved as follows:
1)	Configuring network-controlled Slice Usage Policy to supporting UEs (see caluse 5.15.x.2)
2)	Configuring PDU Sessions inactivity timers, and network slice deregistration inactivity timers (see clause 5.15.x.3)
5.15.x.2	UE Configuration of network-controlled Slice Usage Policy 
The UE during the Registration procedure may indicate in UE MM Core Network Capability that it supports UE configuration of network-controlled Slice Usage Policy. If so, the AMF determines Slice Usage Policy for a network slice for the UE and may configure the UE with this information together with Configured NSSAI to control the usage of this network slice. The AMF may be locally configured with network Slice Usage Policy or receive the policy from the (AM-)PCF.
The network-controlled Slice Usage Policy is provided to the UE in the Registration Accept or the UE Configuration Update Command and may include:
-	An indication, for one or more of S-NSSAI(s) of the HPLMN in the Configured NSSAI, whether the UE needs to register the network slice with the network when applications in the UE require data transmission in the network slice (i.e. the UE needs to register the network slice only on demand).
NOTE:	All Other network slices in the Configured NSSAI are handled by the UE using UE specific policies (e.g. they may be registered irrespective of applications need)
-	For all on demand S-NSSAI(s) of the HPLMN in the Configured NSSAI, a deregistration inactivity timer that causes the UE to deregister the network slice after the last PDU Session associated with the S-NSSAI is released. This deregistration inactivity timer is started at the UE and AMF per access type when the last PDU Session associated with the S-NSSAI is released, or the network slice is included in the Allowed NSSAI and no PDU session is established. The deregistration inactivity timer is stopped and reset when the first PDU session is established or the S-NSSAI is removed from the Allowed NSSAI. The AMF and UE may locally remove the S-NSSAI from the Allowed NSSAI when the timer expires. The AMF may also send a UE Configuration Update Command to remove the slice from the Allowed NSSAI.
	If the UE and network state became misaligned, the UE may, for example, request connectivity in a network slice which is no longer allowed. In this case, the AMF shall provide the updated Allowed NSSAI in a UE Configuration Update Command after rejecting the PDU Session establishment. The UE may then re-register with the network slice if needed.
In case of roaming, the serving AMF may provide Slice Usage Policy for serving PLMN slices. If the UE receives serving PLMN policy and HPLMN policy, the UE applies both serving PLMN policy and HPLMN policy, i.e. if either serving PLMN S-NSSAI and corresponding mapped HPLMN slice is on-demand slice, the UE registers the slice when applications in the UE require data transmission in the network slice. The UE shall not run deregistration inactivity timer received from the HPLMN, and only run deregistration inactivity timer received from the serving PLMN.
5.15.x.3	Network-based per UE network slice usage behaviour control
The 5GC performs usage monitoring to be able to enforce the release of inactive PDU Sessions, and deregistering of UEs from network slices with no PDU Sessions on them according to its own policies. In order to support usage monitoring for a network slice:
-	the AMF runs a slice deregistration inactivity timer per S-NSSAI and access type to deregister the network slice which is started when the network slice is not used by any PDU Session over the corresponding access type. The deregistration inactivity timer is stopped and reset when at least a PDU Session associated with the network slice is successfully established or the network slice is removed form the Allowed NSSAI. When the deregistration inactivity timer for a network slice over an access type expires, the AMF removes the network slice from the Allowed NSSAI over the access type by sending the UE Configuration Update Command to impacted UE(s).
-	the SMFs provide to UPFs that handle the PDU sessions in the network slice a PDU Session inactivity timer. The PDU Session inactivity timer is started after no data packet is transmitted or received and runs until the next data packet is transmitted or received which restarts the timer again. If the PDU Session inactivity timer expires before any packet is received or transmitted, the UPF reports this PDU Session inactivity event to the SMF to cause the SMF to release the PDU Session. When the AMF receives the notification of PDU Session release and it includes the indication of network slice removal and if the network slice of the released PDU Session is not used by other PDU Sessions (i.e. the last PDU Session using the network slice is released) over the corresponding access type, the AMF may trigger the UE Configuration Update procedure to remove the network slice from the Allowed NSSAI over that corresponding access type.
Editor's note:	Whether SMF provides slice removal indication to AMF is FFS.
Editor's note:	Roaming aspects are FFS.
The deregistration inactivity and PDU Session inactivity timers are either pre-configured in the AMF/SMF or received from the PCF/UDM. When the AMF/SMF receive timer from the UDM, the AMF/SMF report the timer to the PCF and PCF may provide updated timer to the AMF/SMF. Only if a S-NSSAI is dedicated for a single AF, the AF use external parameter provisioning procedure to provide deregistration inactivity and PDU session inactivity timers as described in clause 4.15.6.2 of TS 23.502 [3].
Editor's note:	It is FFS whether the timer is stored at the UDM or PCF.
To enable a serving network to direct UEs to a preferred network slice, the AMF may request the UE to transfer a PDU Session from one S-NSSAI to another S-NSSAI as described in clause 5.15.Y.

3GPP
SA WG2 TD

